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Windows Defender Firewall can help prevent hackers or malicious software from gaining access to your PC

through the Intemet or a network,
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Click “Inbound Rules”.

ﬂ Windows Defender Firewall with Advanced Security
File  Action View Help

L ol Al lzcaf [l ? Wi

&P Windows Defender Firewall wit] [T i Security on Local Computer Actions

%4 Connection Security Rules ﬂ ‘Windows Defender Firewall with Advanced Security provides network security for Windar &) Import Policy..

5 Bl Monitoring 4= ExportPolicy...

@' Windows Defender Firewall is an
0 Inbound connections that do not match a rule are blocked
'@' Cutbound connections that do not match a rule are allowed

View
Refresh

Properties
Private Profile

@ Windows Defender Firewall is an

0 Inbound connections that do not match a rule are blocked
@ Outbound connections that do not match a rule are allowed

BOe

Help

Public Profile is Active

@ Windows Defender Firewall is on

0 Inbound connections that do not match a rule are blocked
'@' Qutbound connections that do not match a rule are allowed

Windows Defender Firewall Properties

Getting Started
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Create connection security rules to specify how and when connections between computers are
protected by using Intemet Protocol security (IPsec).

Connection Security Rules

View and create firewall rules
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Double-click on “kairoscreator”.
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Select "Allow the connection" in "Action" and click the "Advanced" tab.
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Edge traversal

s Edge traversal allows the compter to accept unsolicted
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Defer to user ~
Let the user decide whetherto allow unsclicited from the
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Perform operations 4 to 6 for each of the "protocol" "TCP" and "UDP" in operation
4,

Close the “Windows Defender Firewall” window



